
THE AUXILIUM
PROGRAMME



I N T R O D U C T I O N

Auxilium delivers understanding
of the operating environment
and provides measures to enable 
organisations to safely conduct 
business in new countries with 
minimal risk to their operations.

Auxilium provides clients with 
a tailor-made solution. 

We will work with you to understand what is 
important to you and build a bespoke Auxilium
programme to match your requirements. 
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W H Y  A U X I L I U M ?

To ensure smooth, safe operations 
overseas, you need to be aware of 
the risks attached to every region. 

That’s where Auxilium comes in...

Auxilium provides timely and accurate insights 
into security, business integrity and compliance 
risks – all without delay to business activity.

In advance of your arrival, we will explain the 
operating environment, make arrangements 
for your arrival and develop relationships on 
your behalf so you can hit the ground running.
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• Tailored pre-deployment training
• In-depth intelligence-driven country reports 
• Ground support and protective services
• Site security audits
• Embedded consultancy
• Emergency response plans
• In-country administrative support
• In-country medical plans
• Threat and risk assessments
• Travel risk policy and procedures
• Ongoing crisis management
• Developing joint working practices with host nations 
• Open-source due diligence capabilities
• Cyber safeguarding capabilities
• Kidnap, ransom and extortion (KRE) consultation

A U X I L I U M  O F F E R S :
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THE AUXILIUM
PROGRAMME IS 
DELIVERED IN 
THREE PHASES…



Consultation
to establish 
objectives

TOSG deploy 
team to 

destination

Conduct threat 
and risk 

assessments

Supply
in-depth 
report

Initiate key 
influencer 

engagement 

PHASE ONE
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P H A S E  O N E

We’ll kick things off with a consultation 
period to identify your requirements and 
objectives.

We then deploy a team to the destination to conduct a 
threat and risk assessment, including scoping and 
reporting on political, environmental, infrastructure, 
social and economic issues.

From this, an in-depth report is produced, outlining 
valuable pre-travel information relevant to the client’s 
safety. Life support services – such as reliable medical 
plans – will also be established for the safety and 
security of anyone deploying to the country.
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P H A S E  O N E

To save you time, money and energy, 
we are able to begin establishing 
relationships and networks to 
support our planned activities.  

This reduces delays and provides a solid 
foundation for nurturing successful and 
sustainable outcomes.

We also identify any pre-deployment training 
and presentations that could benefit your team.
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Support admin 
tasks relating to 
documentation, 

visas and 
accommodation

Produce a 
security risk 
management 

plan

Offer capacity-
building and 
intelligence-

driven advisory 
services

Provide 
ongoing

in-country
support

Add-ons include 
open source 

due diligence
and cyber 

safeguarding

PHASE TWO
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P H A S E  T W O

By this phase, situational awareness 
and understanding of the operating 
environment will have been established. 

We will then work with your team to develop and 
implement life support measures that not only 
enable the programme, but ensure its sustainability. 

This includes administrative tasks such as ensuring 
all relevant documentation is processed (including 
TOSG-issued security documentation), establishing 
efficient processes for visas and arrival, and sourcing 
safe accommodation for employees.
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P H A S E  T W O

A security risk management plan 
will be developed, including:

• an emergency response plan
• a medical plan identifying the most efficient 

medical and evacuation options
• travel risk policy that includes journey 

management procedures
• ground support and protective services
• continuous threat and risk assessment capability
• ongoing crisis management support
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P H A S E  T W O

If required, we can provide capacity-
building and intelligence-driven advisory 
services, and develop the host nation’s 
capability for joint working practices to 
assist investigations and operations.

Additional services including cyber safeguarding and
open-source due diligence can also be provided.
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0000

PHASE THREE

We can input into the lessons 
learned process. This can 
improve the efficiency of your 
organisation’s future activities 
and facilitate streamlining of 
business processes.

We can also provide on-demand 
services and embedded consultants 
for a specified period, when required.
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